
 
 
 
May 2018 
 
Fraudulent email alert targeting potential employees  
 
It has come to our attention that there have been recent email scams impersonating Olam 
International Limited and its subsidiaries (“Olam” or the “Company”) which target potential 
employees and candidates, particularly in Indonesia.  
 
These emails have included fake letters using the Olam logo and letterhead requesting 
payments for travel expenses from those seeking employment opportunities with the Company. 
These emails have come from various non Olam addresses  including 
indo.hrd@olamgroup.com with subject titles such as “Panggilan Tes Seleksi OLAM GROUP 
Tahun 2018” (Selection for Olam Group Test: Year 2018). 
 
Olam International and its subsidiaries are not the originators of these fraudulent emails.  
 
All emails sent by Olam end with "@olamnet.com". The Company and its subsidiaries do not 
send emails requesting personal details or payments of any kind from other external domains or 
personal email addresses including @gmail.com, @yahoo.com and @hotmail.com. Please note 
that no personal information of existing clients, partners or employees have been compromised. 
 
When unsure of the authenticity of emails from Olam, or if you believe you may have been a 
victim of such a scam, please get in touch with us at info@olamnet.com.  
 
Below is an example of an email attachment purportedly from Olam Indonesia. 
 
 
  



 


